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1. Introduction

A successful implementation of a data governance initiative is highly dependent on:

- the right people having the right users to gain buy-in from the business,
- the right people to develop the data strategy,
- the right people being able to identify the right representatives to deliver the objectives of the data strategy that has been set out.

Data governance is a quality control discipline that covers the acquisition, management, storage and usage of information or data within a business, with the objective of maximising the value of the organisation’s data assets. In layman’s terms, this means getting your data and related processes in order, so that the business can maximise value from it.

Implementing this control requires a body of people to drive the initiative, manage the tasks and make critical decisions. It is often represented as the data governance office or council. The data governance office usually consists of several management stakeholders, a data steward and a data custodian. The data steward is responsible for the content held within data elements, while the data custodian is responsible for the technical environment and controls around data.

Data ownership is often the biggest need identified during a review of Roles and Responsibilities within any data governance initiative. The data owner is often seen to be the person who is ultimately responsible for all decisions made around their specific data in the organisation, and often this responsibility is left to the data steward’s role within the data governance office.

However, the term ‘owner’ can be misleading, as it seems to indicate not only ultimate responsibility, but also the ability to use the data for their own purpose, and both are not necessarily true of data use within a business.

Hence, data ownership can also be a barrier, as most organisations may object to the idea of one person or role being able to ‘own’ data, and many users may shy away from any form of ultimate responsibility towards data. This is evident, especially, when it is shared and used by all. Data ownership can also be the cause of strife and may end up with the wrong people being allocated the role due to the inability to find the right candidates.
2. Why is data ownership difficult?

Data is a complex entity. It can organically grow through an organisation, growing in size, changing in nature. Data can then lose relevance, getting archived as business needs change. There are multiple business processes, people and technologies that interact with data, in relation to different business objectives. To identify one role or person responsible for ownership of data within an organisation without understanding the various uses of data can be a very simplistic and often the wrong approach. This can lead to delays in getting decisions around data improvement, data quality measures and data strategy.

For example, let's take a simple process of a product sale, where the data originates from the call centre.

<table>
<thead>
<tr>
<th>Information Technology</th>
<th>Fulfilment</th>
<th>Marketing</th>
<th>Management</th>
</tr>
</thead>
<tbody>
<tr>
<td>The IT manager is responsible for decisions around archiving the customer data once the customer is no longer active.</td>
<td>The fulfilment department ships the order and sends an email to the customer; the activity is captured as data against the customer record.</td>
<td>The marketing department enrich the customer record with demographic data.</td>
<td>Management see summarised information that contains the demographic information held against the customer and the purchases made by them.</td>
</tr>
</tbody>
</table>

Call Centre
The call centre user places an order for a customer, and in the process captures their name, address, email address and communication preferences.

In this very simple data journey, we have various activities and usage scenarios around the same set of customer data, such as:

- The call centre staff that initially capture and create the data
- The fulfilment team and management who purely consume and update data
- The marketing department who consume as well as enrich the data
- IT who manage the movement and archival of data

Most businesses will have more complex data journeys, different types of journeys, and many variations within a journey. This brings to the forefront more people across the organisation that interact with data in different ways. Trying to summarise such a complex relationship with data into a simple term such as data owner, can be quite difficult.
3. How do businesses overcome this hurdle?

Before the concept of ownership is decided and owners are assigned their roles, taking a step back and mapping out the various interactions business users have with data should be the best place to start. Mapping these high level interactions and identifying the common interactions gives the business the necessary insight into how they use data. For example, in the simplified data journey described, a customer email address could be created, updated, deleted, read, archived, moved, etc. These are specific and individual interactions that all occur on the same set of data, with different parties responsible and accountable for their execution.

Once these key data interactions have been recognised, identifying the responsibilities business users have towards these interactions can be mapped out using a simple, but effective method such as the RACI matrix. RACI stands for Responsible, Accountable, Consulted and Informed, and is a way of identifying levels of responsibilities in a process, or in this case, data. So within a data process such as “creating data”, the term RACI breaks down into:

- **Responsible**: The person responsible for capturing the data element.
- **Accountable**: The person accountable for the final decision around the data element, may be ultimate owner.
- **Consulted**: The person consulted before a decision or action is taken around creation of the data element.
- **Informed**: The person informed that a decision or action has been taken.

The call centre user is responsible for ensuring the customer email address is captured when taking an order. The call centre manager is accountable for the capture of this data within their business unit. The marketing manager and IT manager are consulted when decisions are made around email capture. The fulfilment manager is informed of changes to email address capture.
Building on this method and completing a matrix for all data held by the organisation, the business will be able to view trends in responsibility and accountability. Through the process “owners” or people accounted for certain types of data and interactions are naturally recognised. Having a more scientific and granular approach in determining trends of responsibility can reduce conflict when it comes to determining the best candidates when decisions are made around data. It will also ensure that the correct people are allocated responsibilities when changing processes or technologies that use data. Eventually, this process identifies the right people to build the data strategy for the organisation.
4. Recognising the benefits

The data governance council is a critical component in a successful data governance programme, as it consists of a group of business and technical stakeholders who are responsible for decisions around the management of data. The results of the RACI matrix analysis creates the foundation for the implementation of a data governance council, ensuring that the correct representatives from the business are involved with decisions with data.

An ideal data governance implementation, would consist of a central owner of the data governance initiative through a data governance council. They would maintain a federated responsibility structure such as the implementation of a RACI matrix to ensure that decisions around data have the necessary structure for approvals and the best representatives contributing to the process.

The following diagram depicts an example of a data governance structure within an organisation. Here, the individuals who were identified as accountable for data processes through the RACI matrix, form part of the subject matter expert group that handle day to day data governance planning and operations.
In summary, having the right people and roles involved in a governance initiative can demystify any confusion around who should be responsible for key data related activities such as; improving data quality, making data processes efficient, buying new data and procuring technology for a data process.

Having a clearer vision around the responsibility and accountability towards data can:

- reduce conflict around data ownership, 
- gain organisation wide buy-in for data governance, 
- and ensure the most appropriate people are involved in decisions around data.
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